US009379978B2

a2 United States Patent
Fulli et al.

US 9,379,978 B2
*Jun. 28, 2016

(10) Patent No.:
(45) Date of Patent:

(54) PARALLEL PROCESSING FOR LOW
LATENCY NETWORK ADDRESS
TRANSLATION

(71) Applicant: Cisco Technology, Inc., San Jose, CA

(US)

(72) Inventors: Alessandro Fulli, San Jose, CA (US);

Putu Harry Subagio, Cupertino, CA

(US); Chih-Tsung Huang, Burlingame,

CA (US)

(73)

Assignee: Cisco Technology, Inc., San Jose, CA

(US)
(*) Notice: Subject to any disclaimer, the term of this
patent is extended or adjusted under 35

U.S.C. 154(b) by O days.

This patent is subject to a terminal dis-
claimer.
2D 14/808,149

(22)

Appl. No.:
Filed: Jul. 24, 2015

Prior Publication Data

US 2015/0334020 A1 Now. 19, 2015

(65)

Related U.S. Application Data

Continuation of application No. 13/755,438, filed on
Jan. 31, 2013.

Provisional application No. 61/702,327, filed on Sep.
18, 2012.

(63)

(60)

Int. Cl1.
HO4L 12/745

(51)
(2013.01)

(52)

HO4L 12/741
HO4L 29/06
HO4L 29/12
HO4L 12/727
U.S. CL

CPC

(2013.01)
(2006.01)
(2006.01)
(2013.01)

HO4L 45/745 (2013.01); HO4L 29/0653

(2013.01); HO4L 45/121 (2013.01); HO4L
45/74 (2013.01); HO4L 61/2521 (2013.01);
HO4L 69/161 (2013.01); HO4L 69/22 (2013.01)
(58) Field of Classification Search
None
See application file for complete search history.

(56) References Cited

U.S. PATENT DOCUMENTS

6,791,947 B2 9/2004 Oskouy et al.
6,938,097 Bl 8/2005 Vincent et al.
6,985,446 Bl 1/2006 Hurtta et al.
7,453,874 Bl  11/2008 Nguyen
7,583,668 Bl 9/2009 Mayes et al.
7,656,818 Bl 2/2010 Baroudi et al.
7,814,232 B2 10/2010 Satapati et al.
7,830,793 B2  11/2010 Gai et al.
7,961,621 B2 6/2011 Bergamasco et al.
(Continued)
OTHER PUBLICATIONS

Cisco Systems, Inc., “Configuring Network Address Translation:
Getting Started,” www.cisco.com, Document ID: 13772, Mar. 16,
2006.

(Continued)

Primary Examiner — Christopher Crutchfield
(74) Attorney, Agent, or Firm — Edell, Shapiro & Finnan,
LLC

(57) ABSTRACT

A packet is received at an ingress port of a networking device
and a forwarding result that identifies an egress port for the
packet is generated. In parallel with the generation of the
forwarding result, a network address translation (NAT) result
that identifies one or more NAT rules for possible application
to the packet is generated. The forwarding result and the NAT
result are then used to generate a routing decision result.

21 Claims, 10 Drawing Sheets

T T T T Ts
HELNE THE —~
ETHERNET PACKET TCPDEST | TCP
6 PoAs | eorrarce | vesoer | AEIONE | pesouymon
5 _‘PHEADER -S4 | SOURCE PORT| COPLETE "
& [TCPSOURCEFORT ) 1 L
TCPDESTPORT | | ounce ROUTER EGRESS
g5 | TorrassAaD | g INTERFACE NAT D
END TCP HEADER P_S#, 1P DA FORWARDING CONFIGURATION
ENGINE C T
g 0 COUNTER)
s .
1
i
IP_SA, IP_DA, IP PROTOCOL | » ¥ ROUTING + NAT
TCP SOURCE PORT, (AS APPLIGRBLE)
TGP DESTINATION PORT NAT NATRESULT /pesoLuion) RESULT
ENGINE e {Nsw m
%
|/
ALL FIELDS, NCLUDING TGP FLAGS AcL ACLRESULT
B [ g
ROUTER




US 9,379,978 B2

Page 2
(56) References Cited 2005/0195813 A1 9/2005 Ambe et al.
2006/0092947 Al 5/2006 O’Keeffe et al.
U.S. PATENT DOCUMENTS 2006/0120373 Al 6/2006 O’Keeffe et al.

7,969,971 B2 6/2011 Gaietal. OTHER PUBLICATIONS

7,986,703 B2 7/2011 Phadnis et al.
8,208,389 B2 6/2012 Alaria et al.

8,640,036 B2 1/2014 " Pignataro et al. T. Stevenson, (c-nsp) SUP32 Memory upgrade, May 2, 2004, pp. 1-2.
2002/0003795 Al 1/2002  Oskouy et al. A. Rijsinghai, RFC 1624: Computation of the Internet Checksum via
2003/0005103 Al 1/2003 Narad et al. Incremental Update, May 1994, pp. 1-6.

2003/0076830 A1 4/2003 Asano Author Unknown, Configuring NAT, pp. 1-4, as archived by the
2005/0141513 Al 6/2005 Oh et al. Internet archive, www.archive.org, on May 28, 2010.

Cisco Systems, Inc., “How NAT Works,” www.cisco.com, Document
ID: 6450, Mar. 29, 2011.



US 9,379,978 B2

Sheet 1 of 10

Jun. 28, 2016

U.S. Patent

¥3LNnoyY " |
% INON3 |
1INSTH 1OV Tov SOY14 dOL ONIGNTONI 'Sa1314 TIY E
W i |
€ 1
00}
\ INON3
1S3y N 140d NOILWNILS3d 9L
(378v0rddy Sv) '140d 304N0S d0L
LYN + ONILNOY “ 100010Y4d dI V0 ™dI ¥ dl
|
|
o
(ShINN0D ) I oz <
LN .
NOILY4NDIANOD ONIQYYMYO4 YO dI'YS d ¥IOVIH dOL ONT [
A/mm LYN 30VIINI g9 aNVSOVTHdoL | 99
$S3493 ¥3LNOY “ “ mw%mx N0 1S30d0L 1
L “ ; '[40d 30MN0S oL | 09
uf 3137407 | L¥0d 30408 - dvHd 15
NOLLMIOS3Y | oo | WOV | cOLBLMO8 | oo LELLE A Y
INIONT TV L 1830401 ?va d ~————— | YOVd LINYTHLT
- 3L * » » * //e INTINIL
5 il £ 4] 1 0



U.S. Patent Jun. 28, 2016 Sheet 2 of 10 US 9,379,978 B2

120
- 125 /
RECEIVE HEAD OF INCOMING PACKET 40 AT INGRESS PORT OF ROUTER 10

130
~
MONITOR INCOMING PACKET 40 FOR IP SOURCE AND DESTINATION ADDRESSES

135

HAVE
IP SOURCE
AND DESTINATION ADDRESSES

BEEN RECEIVED
?

NO

PERFORM FORWARDING OPERATIONS AT FORWARDING ENGINE 15 —| 145
r

PROVIDE FORWARDING RESULT 80
TO RESOLUTION ENGINE 30

150
/
MONITOR INCOMING PACKET 40 FOR TCP SOURCE AND DESTINATION PORT NUMBERS

HAVE
TCP SOURCE
AND DESTINATION PORT NO
NUMBERS BEEN
RECEIVED

160
S~
PERFORM NAT OPERATIONS AT NAT ENGINE 20
165
-
PROVIDE NAT RESULT 85
FIG.2A TORESOLUTION ENGINE 30




U.S. Patent Jun. 28, 2016 Sheet 3 of 10 US 9,379,978 B2

®
/

MONITOR INCOMING PACKET 40 FOR TCP FLAGS

HAVE

TOP FLAGS BEEN S0

RECEIVED

WAIT

/180 f185
PROVIDE ACL RESULT 90

PERFORM ACL OPERATIONS AT ACL ENGINE 25 T0 RESOLUTION ENGINE 30
190

195 HAVE

ALL RESULTS BEEN
NO RECEIVED AT RESOLUTION YES
ENGINE 30

IMPLEMENT ROUTING DECISION AT
ROUTING ENGINE AND PERFORM ACL
AND NAT, AS APPLICABLE

FIG.2B



US 9,379,978 B2

Sheet 4 of 10

Jun. 28, 2016

U.S. Patent

\.uummmou

¥3LNOY _
NSN3
v $9Y14 dOL ONIGNTONI ‘STT314 TV
\I
g @ |
SE3HIO SOV oL £9old
INIONI O
1nsy \NOLMIOS3 Jyyno oy1d 4ol IWN 140d NOILYNILS30 0L
(378Y0I7ddv SY) +1InS3Y LWN '[40d 308N0S dOL
LVN + ONILNOY s 1000.0¥d dl VO dI VS dl
062 _
0¢¢ i
(s) Glg o
SRYALNNOD 082 N
N ) IONI N
NOILYHN9IANOD ONICHYMNOA VG dl YS7d WAV dOLONT
Le IYN TOVREIN || owsorial | 9
853493 ¥ILNOY _ _ mml%mx 104 1S30d0L
L '140d 3MN0S doL | 08
0z W\WHd [
gnsgy | 3F10N00 |1M0d30MN0S | ey SVHT o
NOUNOSRY | quovey | B3OVH | dOLBIMO | prt %
—-— 3L = INTINIL
0l
A T



U.S. Patent Jun. 28, 2016 Sheet 5 of 10 US 9,379,978 B2

320
~ 325 /

RECEIVE HEAD OF INCOMING PACKET 40 AT INGRESS PORT OF ROUTER 210

330
~
MONITOR INCOMING PACKET 40 FOR IP SOURCE AND DESTINATION ADDRESSES

335

HAVE
IP SOURCE
AND DESTINATION ADDRESSES

BEEN RECEIVED
?

NO

f340
PERFORM FORWARDING OPERATIONS AT FORWARDING ENGINE 215 —' 5
r

PROVIDE FORWARDING RESULT 280
TO RESOLUTION ENGINE 230

350
-
MONITOR INCOMING PACKET 40 FOR TCP SOURCE AND DESTINATION PORT NUMBERS

HAVE
TCP SOURCE

AND DESTINATION PORT NO
NUMBERS BEEN
RECEIVED
360
Ve

PERFORM NAT OPERATIONS AT NAT ENGINE 220

35
v
PROVIDE NAT RESULT 285
FIG.4A

TO RESOLUTION ENGINE 230




U.S. Patent Jun. 28, 2016 Sheet 6 of 10 US 9,379,978 B2

;

MONITOR INCOMING PACKET 40 FOR TCP FLAGS

HAVE
TCP FLAGS BEEN
RECEIVED

NO

380
/

PROVIDE RAW TCP FLAGS 290 TO RESOLUTION ENGINE 230

390
305 HAVE
C \0 . ALLRESULTSAND "\ yeg
WAIT TCP FLAGS BEEN RECEIVED

AT RESOLUTION
ENGINE 230

s 400
IMPLEMENT ROUTING DECISION AT
ROUTING ENGINE AND PERFORM ACL
AND NAT, AS APPLICABLE

FIG4B



US 9,379,978 B2

Sheet 7 of 10

Jun. 28, 2016

U.S. Patent

omj IINAOW
WNSYDFHD
G914 ANSYOTHD 3LVIGINYLN SSTION
A@
9TVI NSO S
THLNGIVRON, |=—y— T18VL I = e o
M S
05
INION3 N
TR Orv
1M FHL NO SHV3ddv
N3QVIH doL ¥IOVIHd | MIOVAHIINYIHI | LISV GILLINSNYL LaXOvd

JAIL



U.S. Patent Jun. 28, 2016 Sheet 8 of 10 US 9,379,978 B2

470

475

RECEIVE A PACKET AT THE INGRESS WITH A CHECKSUM _J
VALUE OF 10 AND A SOURCE IP ADDRESS OF 3

GENERATE AN INTERMEDIATE CHECKSUM AS THE 0

DIFFERENCE BETWEEN THE CHECKSUM VALUE OF 10
AND A SOURCE IP ADDRESS QF THREE 3

485
PROVIDE THE INTERMEDIATE CHECKSUM| /

VALUE OF 7 TO RE-WRITE ENGINE

490

PROVIDE NAT POINTER TO NAT TABLE TO /
DETERMINE NEW SOURCE IP ADDRESS

495
PROVIDE NEW SOURCE IP ADDRESS TO RE-WRITE ENGINE -J

500

GENERATE AN INCREMENTAL CHECKSUM BY ADDING NEW SOURCE IP J
ADDRESS TO THE INTERMEDIATE CHECKSUM

FIG.6



U.S. Patent Jun. 28, 2016 Sheet 9 of 10 US 9,379,978 B2

530
510 \__|  MEMORY 535
\— NATTABLE HH
i 540
FORWARDING] | | /
PROCESSOR TABLES
525
o 1/
SWITCH j45
515(1) FABRC [
\ | PORT1 FORWARDING | {1 550
515(2) ENGINE
\— PORT2 NAT | 4990
° ENGINE
S50) | o AL 50
\ PR vone [ | .
515N T
(_TPORTN COUNTER(S)
RESoLUTIoN |4 T~
ENGINE
REWRTE 4T O
NETWORK DEVICE ENGINE

FIG.7



U.S. Patent Jun. 28, 2016 Sheet 10 of 10 US 9,379,978 B2

/ 600

RECEIVING A PACKET AT AN INGRESS PORT OF A NETWORK DEVICE |-

GENERATING A FORWARDING RESULT THAT IDENTIFIES AN EGRESS |/
PORT FOR THE PACKET

GENERATING, IN PARALLEL WITH THE GENERATING OF THE —J615

FORWARDING RESULT, ANETWORK ADDRESS TRANSLATION (NAT)

RESULT THAT IDENTIFIES ONE OR MORE NAT RULES FOR POSSIBLE
APPLICATION TO THE PACKET

GENERATING A ROUTING DECISION RESULT AT THE RESOLUTION _JGZO

ENGINE BASED ON THE FORWARDING RESULT AND THE NAT RESULT

FIG.8



US 9,379,978 B2

1
PARALLEL PROCESSING FOR LOW
LATENCY NETWORK ADDRESS
TRANSLATION

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is a continuation of U.S. application Ser.
No. 13/755,438, filed Jan. 31, 2013, which in turn claims the
benefit of U.S. Provisional Patent Application No. 61/702,
327 filed on Sep. 18, 2012. The contents of each these appli-
cations are hereby incorporated by reference herein.

TECHNICAL FIELD

The present disclosure relates to latency in a networking
device.

BACKGROUND

In computing networks, data is transmitted from a source to
a destination in the form of packets. These packets generally
pass through one or more networking devices, such as
switches, routers, firewalls, etc. Certain customers, such as
those in the financial sector, demand network architectures
that provide low latency and high integration with low costs.
The latency of a networking device is the difference between
the arrival time and the departure time of a packet. As such,
latency may be measured as the time between the time a first
bit of a packet (i.e., the packet head) arrives at an ingress port
and the time that the first bit of the packet departs from an
egress port.

Networking devices may perform one or more operations
that introduce latency into the packet transmission process.
These operations may include, for example, layer 2 (L2)
and/or layer 3 (L3) forwarding, Network Address Translation
(NAT), and L2/1.3/1ayer 4 (I.4) access control list (ACLs)
operations.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a schematic diagram of a networking device
configured to perform parallel processing operations in
accordance with examples presented herein.

FIGS. 2A and 2B illustrate a flowchart of a method in
accordance with examples presented herein.

FIG. 3 is a schematic diagram of a networking device
configured to perform parallel processing operations in
accordance with examples presented herein.

FIGS. 4A and 4B illustrate a flowchart of a method in
accordance with examples presented herein.

FIG. 5 is a schematic diagram illustrating the determina-
tion of an incremental checksum in accordance with
examples presented herein.

FIG. 6 is a flowchart illustrating a method for determining
an incremental checksum in accordance with examples pre-
sented herein.

FIG. 7 is a block diagram of a network device in accor-
dance with examples presented herein.

FIG. 8 is a high-level flowchart in accordance with
examples presented herein.

DESCRIPTION OF EXAMPLE EMBODIMENTS

Overview
In accordance with examples presented herein, a packet is
received at an ingress port of a networking device and a
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2

forwarding result that identifies an egress port for the packet
is generated. In parallel with the generation of the forwarding
result, a network address translation (NAT) result that iden-
tifies one or more NAT rules for possible application to the
packet is generated. The forwarding result and the NAT result
are then used to generate a routing decision result.

Example Embodiments

FIG. 1 is a block diagram of a network device 10 such as a
multi-layer switch, router, etc., configured to perform parallel
processing operations inaccordance with examples presented
herein. In the example of FIG. 1, networking device 10 is a
router that includes a forwarding engine 15, a network
address translation (NAT) engine 20, an access control list
(ACL) engine 25, a resolution engine 30, and one or more
NAT counters 35. It is to be appreciated that router 10 may
include one or more other elements (e.g., processor, applica-
tion specific integrated circuit(s), network interface ports,
etc.) that, for ease of illustration, have been omitted from FIG.
1.

Also shown in FIG. 1 is a packet 40 that, in this example, is
an Ethernet packet. Packet 40 includes an [.2 header 45, an [.3
or Internet Protocol (IP) header 50, and an [.4 or Transmission
Control Protocol (TCP)header 55. The 1.2 header 45 includes
destination and source media access control (MAC)
addresses while the IP header 50 includes L3 addresses in the
form of a destination IP address (IP_DA) and a source IP
address (IP_SA).

Inaccordance with the TCP, a data stream is segmented and
TCP header 55 is added to create a TCP segment. The TCP
segment is then encapsulated into an IP datagram. In the
example of FIG. 1, TCP header 55 includes, among other
information, TCP port information 60, and TCP flags 65. The
TCP port information 60 comprises a TCP source port num-
ber (TCP source port) and a TCP destination port number
(TCP destination port). The TCP flags 65 may include the
Nonce Sum (NS) flag (1 bit), the Congestion Window
Reduced (CWR) flag (1 bit), the Explicit Congestion Notifi-
cation (ECN) echo (ECE) flag, the urgent pointer (URG) flag
(1 bit), the Acknowledgment (ACK) flag (1 bit), the Push
(PSH) flag (1 bit), thereset (RST) flag (1 bit), the Synchronize
sequence numbers (SYN) flag (1 bit), and the Finished (FIN)
flag (1 bit). The TCP header 55 may also include other infor-
mation as is known in the art.

In operation, router 10 includes a plurality of network
interface ports (not shown in FIG. 1). Packet 40 is received at
one of these ports and the receiving port is referred to as the
ingress port or ingress. As the packet 40 is received at the
ingress port, the information (L2 header 45, IP header 50, and
TCP header 55) in packet 40 will become available for use by
router 10 in routing the packet 40.

Due to the structure of packet 40, the information con-
tained therein will become available for use by router 10 at
different times. FIG. 1 includes a timeline 70 that illustrates
when various pieces of information in packet 40 become
available for use by router 10. As shown in timeline 70, the
first information available for use by router 10 is the L3
information that includes the source and destination IP
addresses. The point in time at which the source and destina-
tion IP addresses are available is shown at T,. The time that
the packet 40 is received by the router 10 is shown at T,,.

Timeline 70 further illustrates that the availability of the IP
source and destination addresses is followed by the availabil-
ity of TCP source and destination port numbers at T,. Subse-
quently, the complete TCP header (including the TCP flags)
becomes available at T5. As described further below, the
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techniques presented herein primarily use the source and
destination IP address, TCP source and destination port num-
bers, and TCP flags. As such, the availability of these specific
pieces of information is explicitly shown in timeline 70. It is
to be appreciated that other pieces of information, such as .2
information, may also become available to router 10 after T,,.
Accordingly, the timeline 70 illustrates the relative order at
which the above source and destination IP addresses, TCP
source and destination port numbers, and TCP flags are
received and may not represent the complete timeline for the
availability of information in packet 40 (i.e., other informa-
tion may be received prior to, at the same time as, or after any
of the source and destination IP address, TCP source and
destination port numbers, and TCP flags).

The packet processing techniques presented herein lever-
age the fact that the information in the packet 40 is received,
and becomes available, in a particular sequence so as to
reduce latency in packet processing. More specifically, as
described below, the router 10 is configured to implement
several traditionally serial processing operations in parallel to
expedite routing processing of packet 40. Also as described
further below, the start of each of these parallel processing
operations occurs immediately upon the receipt and availabil-
ity of the relevant information in packet 40 (i.e., the informa-
tion used in the respective processing operations), rather than
waiting until the entire packet 40 is received and all informa-
tion is available.

FIG. 1 illustrates an example arrangement that uses three
parallel packet processing operations that include forward-
ing, NAT, and ACL. The forwarding operations are performed
by forwarding engine 15, the NAT operations are performed
by NAT engine 20, and the ACL operations are performed by
ACL engine 25. The forwarding operations of forwarding
engine 15 are, in essence, operations to identify or determine
an egress port for packet 40. These forwarding operations are
performed using .3 information, including the IP source and
destination addresses of packet 40. These operations may
include accessing a series of forwarding tables (not shown in
FIG. 1). As noted above, the IP source and destination
addresses of packet 40 are received and available at T |, prior
to the receipt and availability of the [.4 information (e.g., the
TCP header). As such, in the example of FIG. 1, the forward-
ing engine 15 is configured to begin the forwarding opera-
tions substantially immediately after the IP source and desti-
nation addresses of packet 40 are available. In other words,
the forwarding operations begin approximately at, or imme-
diately after, T .

The forwarding operations of the forwarding engine 15
generate a forwarding result 80 that is provided to the reso-
Iution engine 30. The forwarding result 80 identifies the
egress interface for packet 40 and, as described further below,
whether the packet 40 should undergo NAT. The forwarding
result 80 may have a number of different formats. In certain
examples, the forwarding result 80 may be one or more bits
that are forwarded to, and used by, the resolution engine 30.

In certain circumstances, a router or other networking
device functions as an agent between a public or external
network (e.g., the Internet) and a private or internal network
(e.g., alocal area network (LLAN)). In such circumstances, the
computing devices connected to the internal network have
unique IP addresses that are used for communications within
the internal network. However, all of the computing devices
connected to the internal network are represented to the exter-
nal network using a single assigned IP address. As a result of
this configuration, when a packet is routed from an inside
interface/port (i.e., an interface attached to the internal net-
work) to an outside interface/port (i.e., an interface attached
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to the external network), or vice-versa, the router performs
NAT. NAT includes the changing of one or more fields in a
packet so that the packet is able to reach its intended destina-
tion. The fields that may be changed during NAT include, for
example: (1) the source IP address of the packet, (2) the
destination IP address of the packet, (3) the TCP or 4 source
port number, and (4) the TCP or L4 destination port number.
A packet that is routed from an internal interface to an exter-
nal interface, or vice versa, is referred to as crossing an NAT
border (i.e., the packet undergoes a NAT crossing).

The NAT operations of NAT engine 20 do not include the
actual translation of any of the above fields in packet 40.
Rather, the NAT operations at NAT engine 20 include the
generation of one or more NAT rules that may be applicable
to packet 40 if the packet is to be routed from an internal
interface to an external interface, or vice versa. More specifi-
cally, the forwarding engine 15 is configured to determine the
egress interface for packet 40, thereby determining if the
packetis to undergo a NAT crossing. As such, the NAT engine
20 does not perform the actual field translations (because it
does not know if a NAT crossing will occur), but rather
determines or sets one or more NAT rules for use by resolu-
tion engine 30 in performing the NAT, if applicable. The NAT
engine 20 provides a NAT result 85 to resolution engine 30
that identifies the one or more NAT rules that may be applied
to packet 40. The NAT result 85 may have a number of
different formats. In certain examples, the NAT result 85 may
be one or more bits that are forwarded to, and used by, the
resolution engine 30.

The NAT operations of NAT engine 20 are performed using
the IP source and destination addresses of packet 40 available
atT,, the protocol field in the IP header (available at the same
time as the IP source and destination addresses), as well as
some additional [.4 information that is not available until T,.
This additional L4 information includes the TCP source and
destination port numbers. It is to be noted that the TCP source
and destination port numbers are received and available
before the complete TCP header is available. As such, in the
example of FIG. 1, the NAT engine 20 does not wait until the
complete TCP header is available before beginning the NAT
operations. Instead, the NAT engine 20 is configured to begin
the NAT operations substantially immediately after the TCP
source and destination port numbers of packet 40 are avail-
able. In other words, the NAT operations begin approximately
at, or immediately after, T, and are performed in parallel with
the forwarding operations.

ACLs are, in essence, sets of commands grouped together
by a number or name that are used to filter traffic entering or
leaving an interface of a network device, such as router 10.
ACLs may be used to filter inbound traffic (as the traffic
comes into an interface) or outbound traffic (before the traffic
exits an interface) and, in such circumstances, are referred to
as inbound and outbound ACLs, respectively. For both
inbound and outbound ACLs, the IP addresses specified in the
ACL depend on the interface where the ACL is applied. These
IP addresses must be valid on the specific interface to which
the ACL is attached, regardless of NAT. Additionally, ACL
filtering takes precedence over NAT. That is, an ACL is evalu-
ated first and then a NAT rule is applied to the packet.

The ACL operations at ACL, engine 25 include ingress
filtering of packet 40 and the identification of rules that may
be applicable to packet 40, with reference to NAT operations.
More specifically, the forwarding engine 15 is configured to
determine the egress interface for packet 40. As such, the ACL.
engine 25 does not perform the actual field translations (be-
cause it does not know the egress port), but rather determines
or sets one or more ACL rules for use by resolution engine 30
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in performing the ACL filtering, if applicable. The ACL
engine 25 provides an ACL result 90 to resolution engine 30
that identifies the one or more ACL rules. Specific filtering
cases may include, for example, instructions to punt to super-
visor, bypass NAT, drop, etc. The ACL result 90 may have a
number of different formats. In certain examples, the ACL
result 90 may be one or more bits that are forwarded to, and
used by, the resolution engine 30.

The ACL operations of ACL engine 25 are performed using
one or more pieces of the previously received [.3 and/or [.4
information, as well as some additional L4 information that is
not available until T;. This additional [.4 information
includes the TCP flags. As such, in the example of FIG. 1, the
ACL engine 25 is configured to begin the ACL operations
substantially immediately after the TCP flags of packet 40 are
available. In other words, the ACL operations begin approxi-
mately at, or immediately after, T, and are performed in
parallel with the forwarding and NAT operations.

In summary, there are three separate parallel processing
paths (i.e., forwarding, NAT, and ACL) that can each be
independently started when the last piece of relevant infor-
mation becomes available. As used herein, the relevant infor-
mation is the information that is used in the respective pro-
cessing operations. As such, the relevant information for the
forwarding operations is the IP source and destination
addresses, the relevant information for the NAT operations is
the TCP source and destination ports, and the relevant infor-
mation for the ACL operations is the TCP flags.

Forwarding engine 15, NAT engine 20, and ACL engine 25
are each represented in FIG. 1 by an elongated block. The
length of each block generally represents the relative time
duration needed to complete the operations performed in the
respective block. Therefore, as shown in FIG. 1, the forward-
ing operations take longer to complete than the NAT opera-
tions, while the NAT operations take longer to complete than
the ACL operations. Therefore, by starting each of the for-
warding, NAT, and ACL operations in the above described
order as soon as the relevant information becomes available,
the results of the three parallel operations can be provided to
resolution engine 30 at substantially the same time, or at least
without significant delays incurred during serialized opera-
tions, thereby increasing efficiency and reducing latency.

In the example of FIG. 1, the resolution engine 30 is con-
figured to use the results 80, 85, and 90 from the forwarding
engine 15, NAT engine 20, and ACL engine 25, respectively,
to actually implement routing, ACL filtering, and NAT, as
applicable. In other words, the resolution engine 30 is con-
figured to leverage the information obtained during the par-
allel processing operations to implement (carry out) a routing
decision and generate a routing result 100. The routing deci-
sion result 100 may take a number of different forms but may
include, for example: (1) forwarding the packet 40 to a certain
internal port (i.e., so NAT is not performed), (2) forwarding
the packet 40 to a certain external port (i.e., so NAT is per-
formed), (3) diverting the packet 40 to software for dynamic
entries installment/removal, (4) diverting the packet 40 to
software for software NAT, (5) dropping the packet 40, etc.

As noted, the results 80, 85, and 90 may each be one or
more bits that are provided to the resolution engine 30. As
such, in certain example, the routing result 100 is a multi-bit
(e.g., two bit) output that is used for subsequent NAT.

In the example of FIG. 1, the NAT result 85 is qualified by
the forwarding result 80 in that the forwarding result 80
includes an indication of whether the packet 40 is to undergo
a NAT crossing. This indication represents the NAT configu-
ration as either: NULL, INSIDE, or OUTSIDE. The same or
different qualification may apply to specific NAT ACL rules
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deployed to steer packet 40 to software. Also in the example
of FIG. 1, when the packet has been fully qualified and a NAT
is performed, the NAT counter(s) 35 are incremented to pro-
vide accurate reporting of the NAT operations.

Furthermore, special ACLs may be used to send (‘punt’)
packet 40 to a processor (not shown in FIG. 1) for perfor-
mance of some NAT services. For example, in dynamic NAT
on a TCP flow, software is used to dynamically allocate a
global IP address from a pool. This relies upon a snoop of the
TCP connection set and reset. In certain examples of FIG. 1,
the ACL entry is simplified in that a TCP flow coming from a
NAT inside interface witha TCP SYN, ACK or FIN flag set is
punted to the processor. An efficient method will only punt
packets to the processor when the packets are to cross a NAT
border. In such an example, the ACL result 90 carries a qualify
bit (qualify_with_NAT), and the final resolution honors the
ACL action, based on NAT crossing criteria.

Another example of a type of packet that should be sent to
aprocessor is a packet for which hardware cannot perform the
NAT, such as packets implemented in accordance with the
File Transfer Protocol (FTP). Again, a simple ACL and final
resolution can achieve an efficient implementation for punt-
ing such packets to the processor.

As shown, the NAT counter(s) 35 are placed after the
resolution engine 30 and are attached to the NAT translation
rule so as to effectively count NAT packets. The counters are
used in cases of dynamic NAT in order to age out stale entries
from the NAT table.

FIGS. 2A and 2B illustrate a flowchart of a method 120 in
accordance with examples presented herein. For ease of
description, method 120 is described with reference to FIG. 1.
Method 120 begins at 125 where the head (beginning) of a
packet 40 is received at an ingress port of router 10. At 130,
the incoming packet 40 is monitored for L3 information,
including the IP source and destination addresses of the
packet. At 135, a determination is made as to whether the IP
source and destination addresses of packet 40 have been
received. If the IP source and destination addresses have not
been received, the method 120 continues to monitor the
packet 40. If it is determined at 135 that the IP source and
destination addresses have been received, then at 140 the
forwarding operations of forwarding engine 15 are per-
formed. The forwarding operations generate a forwarding
result 80 that, as noted above, identifies the egress interface
for packet 40 and whether the packet 40 should undergo NAT.
At 145, the forwarding result 80 is provided to resolution
engine 30.

While the forwarding operations are performed at 140, the
incoming packet 40 is monitored for the availability of the
TCP source and destination port numbers at 150. At 155, a
determination is made as to whether the TCP source and
destination port numbers of packet 40 have been received. If
the TCP source and destination port numbers have not been
received, monitoring of the packet 40 continues. If it is deter-
mined at 135 that the TCP source and destination port num-
bers have been received, then at 160 the NAT operations of
NAT engine 20 are performed. The NAT operations generate
a NAT result 85 that, as noted above, identifies one or more
NAT rules for possible application to packet 40. At 165, the
NAT result 85 is provided to resolution engine 30.

While the NAT operations are performed at 160, the incom-
ing packet 40 is monitored for the availability of'the TCP flags
at170. At 175, a determination is made as to whether the TCP
flags of packet 40 have been received. If the TCP flags have
not been received, monitoring of the packet 40 continues. Ifit
is determined at 175 that the TCP flags have been received,
then at 180 the ACL operations of ACL engine 25 are per-
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formed. The ACL operations generate an ACL result 90 that,
as noted above, identifies one or more ACL rules use by
resolution engine 30 in performing ACL filtering. At 185, the
ACL result 90 is provided to resolution engine 30.

At 190, a determination is made as to whether all of the
forwarding, NAT, and ACL results have been received at
resolution engine 30. If all results have not been received, the
method 120 waits at 195. Once all results have been received,
the resolution engine 30 implements the routing decision at
200 and performs the ACL filtering and the NAT, as appli-
cable, to generate the routing result 100.

FIG. 3 illustrates another example arrangement of a net-
work device 210 which, in this example, is a router. The router
210 0fFIG. 3 includes a forwarding engine 215, a NAT engine
220, an ACL engine 225, a resolution engine 230, and NAT
counter(s) 235.

It is to be noted that FIG. 1 illustrates an implementation
where the ACL operations are performed in a shorter time
period than the NAT operations. As such, because the NAT
operations are commenced prior to the ACL operations, the
configuration of FIG. 1 results in the NAT result 85 and the
ACL result 90 being provided to the resolution engine 30 at
substantially the same time. In the example configuration of
FIG. 3, the ACL operations and NAT operations are per-
formed in substantially the same amount of time. As such,
NAT engine 220 and ACL engine 225 are shown in FIG. 3 as
having substantially the same length.

Router 210 includes a plurality of network interface ports
(not shown in FIG. 3) where a packet 40 (described above) is
received at an ingress port. As noted above, the information
contained in packet 40 will become available for use by router
210 at different times. FIG. 3 also includes the timeline 70
that illustrates when various pieces of information in packet
40 become available for use by router 210.

FIG. 3 illustrates an example arrangement in which the
parallel packet processing operations of forwarding, NAT,
and ACL are performed by forwarding engine 215, NAT
engine 220, and ACL engine 225, respectively. As described
above, forwarding operations are performed using the IP
source and destination addresses of packet 40, which are
received and available at T, prior to the receipt and availabil-
ity of the L4 information (e.g., TCP header). As such, the
forwarding engine 215 is configured to begin the forwarding
operations substantially immediately after the IP source and
destination addresses of packet 40 are available (i.e.,atT,). At
the conclusion of the forwarding operations, the forwarding
engine 215 provides a forwarding result 280 to the resolution
engine 230. The forwarding result 280 identifies the egress
interface for packet 40 and whether the packet 40 should
undergo NAT.

Similar to the example of FIG. 1, the NAT operations of
NAT engine 220 do not include the actual translation of fields
in packet 40. Rather, the NAT operations of NAT engine 220
include the generation of one or more NAT rules that may be
applicable to packet 40 if the packet is to be routed from an
internal interface to an external interface. More specifically,
the forwarding engine 215 is configured to determine the
egress interface for packet 40, thereby determining if the
packet is to undergo a NAT crossing. As such, the NAT engine
220 does not perform the actual field translations (because it
does not know if a NAT crossing will occur), but rather
determines or sets one or more NAT rules for use by resolu-
tion engine 230 in performing the NAT, if applicable. The
NAT engine 220 provides a NAT result 285 to resolution
engine 230 that identifies the one or more NAT rules.

The NAT operations of NAT engine 220 are performed
using the IP source and destination address of packet 40
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available at T, the protocol field in the IP header), as well as
some additional L4 information that is not available until T,.
This additional L4 information includes the TCP source and
destination port numbers. It is to be noted that the TCP source
and destination port numbers are received and available
before the complete TCP header is received. As such, in the
example of FIG. 3, the NAT engine 220 does not wait until the
complete TCP header is received before beginning the NAT
operations. Instead, the NAT engine 220 is configured to
begin the NAT operations substantially immediately after the
TCP source and destination port numbers of packet 40 are
available (i.e., at T,).

As noted above, the NAT operations of NAT engine 220
and the ACL operations of ACL engine 220 in FIG. 3 take
approximately the same amount of time to complete. How-
ever, also as noted, the information used to perform the ACL
processing is received after the information used to perform
the NAT processing. As such, ACL processing cannot begin
until at least a period of time (i.e., the time between T, and T,
in timeline 70) after start of the NAT processing. As such, any
result of the ACL processing will not be available until after
the NAT result 285 and the forwarding result 280. That is, the
length of the ACL processing introduces a delay into the
routing path where the resolution engine 230 would have the
forwarding result 280 and the NAT result 285, but not the
ACL result. Such a delay inherently increases the latency of
router 210.

To prevent the duration of the ACL processing from
increasing the latency of router 210, the arrangement of FIG.
3 is configured to bypass the ACL engine 225. More specifi-
cally, in the example of FIG. 3, the raw (unprocessed) TCP
flags 65 are provided to the resolution engine 230 upon
becoming available at T,. Additionally, the NAT result 285
includes, along with the one or more NAT rules, one or more
TCP flag qualifications. That is, the NAT rules and/or appli-
cation thereof by resolution engine 230 are qualified (i.e., are
adjusted based on) the TCP flags 65. As such, the resolution
engine 230 can implement ACL filtering based on these quali-
fications, and does not need to wait for the completion of the
ACL operations and an ACL result. The TCP qualifications
may take different forms such as, for example, instructions to
put to the supervisor (i.e., punt ifa TCP.SYN flag is set), copy
to supervisor (i.e., copy if a TCP.RST flag is set), copy to
supervisor (i.e., copy if TCP.FIN is set), drop if there is an
illegal combination of TCP flags, etc.

In the example of FIG. 3, the resolution engine 230 is
configured to use the results 280 and 285 from the forwarding
engine 215, NAT engine 220, respectively, as well as the TCP
flags to actually implement ACL filtering, NAT and forward-
ing. In other words, the resolution engine 230 is configured to
leverage the information obtained during the parallel process-
ing operations to implement (carry out) a routing decision and
generate a routing result 300. Similar to the example of FIG.
1, the routing result 300 may take a number of different forms
but may include, for example: (1) forwarding the packet 40 to
a certain internal port (i.e., such that NAT is not performed),
(2) forwarding the packet 40 to a certain external port (i.e.,
such that NAT is performed), (3) diverting the packet 40 to
software for dynamic entries installment/removal, (4) divert-
ing the packet 40 to software for software NAT, (5) dropping
the packet 40, etc.

Inthe example of FIG. 3, the NAT result 285 is qualified by
the TCP flags 65 as well as the forwarding result 280 that
determines if a NAT crossing occurs. The same or different
qualification may apply to specific NAT ACL rules deployed
to steer packet 40 to software. Also in the example of FIG. 3,
when the packet 40 has been fully qualified and a NAT is
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performed, the NAT counter(s) 235 are incremented to pro-
vide accurate reporting of the NAT operations.

FIGS. 4A and 4B illustrate a flowchart of a method 320
depicting operational flow in accordance with the configura-
tion of FIG. 3. Method 320 begins at 325 where the head of a
packet 40 is received at an ingress port of router 210. At 330,
the incoming packet 40 is monitored for L3 information,
including the IP source and destination addresses of the
packet. At 335, a determination is made as to whether the IP
source and destination addresses of packet 40 have been
received. If the IP source and destination addresses have not
been received, the method 320 continues to monitor the
packet 40. If it is determined at 335 that the IP source and
destination addresses have been received, then at 340 the
forwarding operations of forwarding engine 215 are per-
formed. The forwarding operations generate a forwarding
result 280 that, as noted above, identifies the egress interface
for packet 40 and whether the packet 40 should undergo NAT.
At 345, the forwarding result 280 is provided to resolution
engine 230.

While the forwarding operations are performed at 340, the
incoming packet 40 is monitored for the availability of the
TCP source and destination port numbers at 350. At 355, a
determination is made as to whether the TCP source and
destination port numbers of packet 40 have been received. If
the TCP source and destination port numbers have not been
received, the monitoring of the packet 40 continues. If it is
determined at 335 that the TCP source and destination port
numbers have been received, then at 360 the NAT operations
of NAT engine 220 are performed. The NAT operations gen-
erate a NAT result 285 that, as noted above, identifies one or
more NAT rules for possible application to packet 40. The
NAT result 285 also includes one or more TCP flag qualifi-
cations. At 365, the NAT result 285 is provided to resolution
engine 230.

While the NAT operations are performed at 360, the incom-
ing packet 40 is monitored for the availability of'the TCP flags
at 370. At 375, a determination is made as to whether the TCP
flags 65 of packet 40 have been received. If the TCP flags 65
have not been received, the method 320 continues to monitor
the packet 40. If it is determined at 375 that the TCP flags 65
have been received, then at 380 the raw TCP flags 65 are
provided to the resolution engine 230.

At 390, a determination is made as to whether all of the
forwarding result 280, the NAT result 285, and the TCP flags
65 have been received at resolution engine 230. If all of this
information has not been received, the method 320 waits at
395. Once all of this information has been received, the reso-
Iution engine 230 implements the routing decision at 400 and
performs the ACL filtering and the NAT, as applicable, to
generate the routing result 300.

It is to be appreciated that the length of the ACL operations
may vary depending on various criteria. For example, ACL
operations may include operations such as matching ranges
of TCP ports, matching security groups, matching com-
pressed values of IP addresses, etc. In certain examples, the
ACL operations may be performed rapidly. However, in
examples where scalability is important, the derivations can
incur some substantial latency because they use one or mul-
tiple additional table lookups.

It is to be appreciated that the operations of FIGS. 2 and 3
are not mutually exclusive and may be performed within the
same device. That is, a single router or other networking
device may be configured to operate as shown and described
with reference to FIGS. 1 and 2 and as shown and described
with reference to FIGS. 3 and 4, under different circum-
stances.
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L3 and [.4 headers each have a checksum that operates as
a safety mechanism against data corruption. As such, if infor-
mation in an L3 or L4 header is changed through, for
example, a NAT, than the checksum should also be changed.
In certain examples, a checksum can be updated based on an
incremental update technique where, instead of calculating a
completely new checksum based on all fields, a checksum is
only calculated for the changed fields. For example, in an
arrangement where NAT is performed to change an IP source
address, an incremental checksum is created based only on
the difference between the new and old IP source addresses.

In conventional arrangements, an incremental checksum is
computed by a re-write engine based on the ingress (original)
information as well as the egress (new) information (e.g., the
new and original IP source addresses). In such conventional
arrangements, a re-write engine obtains the ingress informa-
tion through a table access operation. However, this table
access operation takes a certain period of time to complete
that accordingly increases the latency of the packet routing
operations. FIG. 5 is a schematic diagram illustrating
example elements of a networking device in which an incre-
mental checksum may be computed without obtaining the
original information through a table access

More particularly, in the example of FIG. 5 the networking
device includes an ingress checksum module 425 that com-
putes an intermediate checksum 430 upon the ingress of a
packet. This intermediate checksum 430 is logically the same
as computing a difference between the checksum in the
packet and the ingress information.

The intermediate checksum 430 is provided to a re-write
engine 450 at the egress. A pointer 435 is passed to the NAT
table 440. As a result, re-write engine 450 is provided with the
egress information (i.e., the new information that was
changed through the NAT operation, and which is the cause
for the incremental checksum). Accordingly, the re-write
engine 450 has the intermediate checksum 430 and the egress
information 445. The re-write engine 450 is configured to
perform an operation that is logically the same as computing
a sum 455 of the intermediate checksum 430 and the egress
information 445. This resulting sum 455 is the incremental
checksum value that can then be written into the packet to
update the checksum. As such, in the example of FIG. 5, the
incremental checksum 455 is computed without the re-write
engine 450 having to obtain the ingress information, thereby
reducing the time needed to perform the checksum update
operations. These incremental checksum calculations and re-
write operations may occur in parallel with the resolution
operations of FIGS. 1 and 3.

FIG. 6 is a flowchart of a method 470 to compute an
incremental checksum after a change of a source IP address in
accordance with examples presented herein. To facilitate
understanding of this example, simplified numerical values
are provided. It is to be appreciated that these values are
merely for purposes of illustration and do not reflect actual
values used in practice.

Method 470 begins at 475 wherein a packet that includes a
checksum value of ten (10) and a source IP address value of
three (3) is received at an ingress. At 480, a difference
between the checksum value of 10 and the source IP address
value of 3 is computed, yielding a value of seven (7). This
value of 7 is the intermediate checksum value. At 485, the
intermediate checksum value 7 is provided to a re-write
engine.

At 490, a pointer is passed to a NAT table and, as a result,
at 495 the new source IP address is provided to the re-write
engine. In this example, the new source IP address value is
five (5). At 500, the re-write engine computes a sum of the
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intermediate checksum value 7 and the new source IP address
value 5 to obtain a value of twelve (12). This value of 12 is the
incremental checksum value that can then be written into the
packet to update the checksum.

FIG. 7 is a block diagram of a networking device 510 in
accordance with examples presented herein. Networking
device 510 may be, for example, a router, a multi-layer
switch, etc.

As shown, networking device 510 comprises a plurality of
network interface ports 515(1)-515(N), a processor 520, a
command-line interface (CLI) 525, a memory 530, and a
switch fabric 545. The memory 530 comprises, among other
elements, a NAT table 535 and forwarding tables 540. Switch
fabric 545 comprises, among other elements, a forwarding
engine 550, a NAT engine 555, an ACL engine 560, one or
more NAT counter(s) 565, a resolution engine 570, and a
re-write engine 575. The memory 540 may reside within the
switch fabric 545.

As noted above, the various examples of FIGS. 1 and 2,
FIGS. 3 and 4, and FIGS. 5 and 6 are not mutually exclusive.
As such, the networking device 510 and, more particularly,
the forwarding engine 550, NAT engine 555, ACL engine
560, NAT counter(s) 565, resolution engine 570, and re-write
engine 575 may each be configured to operate in accordance
with any of the above examples.

The memory 530 may comprise read only memory (ROM),
random access memory (RAM), magnetic disk storage media
devices, optical storage media devices, flash memory devices,
electrical, optical, or other physical/tangible memory storage
devices. Processor 520 is, for example, a microprocessor or
microcontroller. In the example of FIG. 7, the forwarding
engine 550, NAT engine 555, ACL engine 560, NAT counter
(s) 565, resolution engine 570, and re-write engine 575 are all
implemented in hardware (i.e., they are hardware-based ele-
ments, such as digital logic gates in one or more application-
specific integrated circuits (ASICs)). In other examples, one
or more of these elements may be implemented partially or
fully in software.

FIG. 8 is a high-level flowchart of a method 600 in accor-
dance with examples presented herein. Method 600 begins at
605 where a packet is received at an ingress port of a network-
ing device. At 610, a forwarding result that identifies an egress
port for the packet is generated. At 615, in parallel with the
generating of the forwarding result, a NAT result is generated
that identifies one or more NAT rules for possible application
to the packet. At 620, a routing decision result is generated at
the resolution engine based on the forwarding result and the
NAT result.

Presented herein are techniques to reduce latency in mul-
tiple stages of the NAT processing in a networking device
such as a multilayer switch or router. In particular, the tech-
niques leverage parallel forwarding, NAT and ACL process-
ing, followed by a fast stage of final merging to determine the
final routing decision result. The techniques also involve pro-
cessing while parsing to reduce the store and forward latency
of full packet headers, may use post qualification to start
processing before receiving all packet data, and may use an
incremental checksum calculation to minimize re-write
latency.

The above description is intended by way of example only.

What is claimed is:

1. A method comprising:

receiving a packet at an ingress port of a network device,

generating a forwarding result that identifies an egress port

for the packet;

generating, in parallel with the generating of the forward-

ing result, a network address translation (NAT) result
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that identifies one or more NAT rules for possible appli-
cation to the packet, wherein generating the NAT result
comprises determining sets of NAT rules without per-
forming an address translation; and

generating a routing decision result based on the forward-

ing result and the NAT result,

wherein the generating of the forwarding result is initiated

prior to the generating of the NAT result.

2. The method of claim 1, further comprising:

generating, in parallel with the generating of the forward-

ing result and the NAT result, an access control list

(ACL) result that identifies one or more ACL rules; and
generating the routing decision result based on the for-

warding result, the NAT result, and the ACL result.

3. The method of claim 1, wherein the packet is a Trans-
mission Control Protocol (TCP) packet, and further compris-
ing:

obtaining one or more TCP flags; and

generating the routing decision result based on the for-

warding result, the NAT result, and the TCP flags.

4. The method of claim 1, wherein the packet comprises an
Internet Protocol (IP) header that includes an IP source
address and an IP destination address, and a TCP header that
includes a TCP source port number, a TCP destination port
number, and TCP flags, further comprising:

receiving the IP source address and the IP destination

address prior to receipt of the TCP header; and
initiating the generating of the forwarding result prior to
receipt of the TCP header.

5. The method of claim 4, further comprising:

receiving the TCP source port number and the TCP desti-

nation port number prior to receipt of the TCP flags; and
initiating the generating of the NAT result prior to receipt
of the TCP flags.

6. The method of claim 1, further comprising:

generating an intermediate checksum based on informa-

tion in the packet when the packet is received at the
ingress port;

forwarding the intermediate checksum to a re-write

engine;

determining that a value of a selected field in the packet that

is changed as a result of a NAT operation;

forwarding a new value for the selected field to the re-write

engine; and

generating, based only on the intermediate checksum and

the new value for the selected field, an incremental
checksum for addition to the packet at the egress port.

7. The method of claim 6, wherein generating the interme-
diate checksum comprises:

computing a difference between a checksum in the packet

when it is received at the ingress port and an original
value for the selected field in the packet.

8. The method of claim 6, wherein generating the incre-
mental checksum comprises:

computing a sum between the intermediate checksum and

the new value for the selected field.

9. The method of claim 1, further comprising:

determining whether the network address translation is

performed depending on whether the egress port for the
packet is an external port or an internal port.

10. An apparatus comprising:

one or more network ports;

a processor coupled to the one or more network interface

ports, wherein the processor is configured to:

receive a packet at an ingress port;

generate a forwarding result that identifies an egress port
for the packet;
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generate, in parallel with the generating of the forward-
ing result, a network address translation (NAT) result
that identifies one or more NAT rules for possible
application to the packet, wherein the NAT result is
generated by determining sets of NAT rules without
performing an address translation; and
generate a routing decision result based on the forward-
ing result and the NAT result.
11. The apparatus of claim 10, wherein the processor is
further configured to:
generate, in parallel with the generation of the forwarding
result and the NAT result, an access control list (ACL)
result that identifies one or more ACL rules; and

generate the routing decision result based on the forward-
ing result, the NAT result, and the ACL result.

12. The apparatus of claim 10, wherein the packet is a
Transmission Control Protocol (TCP) packet, and wherein
the processor is configured to:

obtain one or more TCP flags; and

generate the routing decision result based on the forward-

ing result, the NAT result, and the TCP flags.

13. The apparatus of claim 10, wherein the packet com-
prises an Internet Protocol (IP) header that includes an IP
source address and an IP destination address, and a TCP
header that includes a TCP source port number, a TCP desti-
nation port number, and TCP flags, and wherein the processor
is further configured to:

receive the IP source address and the IP destination address

prior to receipt of the TCP header; and

initiate the generation of the forwarding result prior to

receipt of the TCP header.

14. The apparatus of claim 13, wherein the processor is
further configured to:

receive the TCP source port number and the TCP destina-

tion port number prior to receipt of the TCP flags; and
initiate the generating of the NAT result prior to receipt of
the TCP flags.

15. The apparatus of claim 10, wherein the processor is
further configured to:

generate an intermediate checksum based on information

in the packet when the packet is received at the ingress
port;

forward the intermediate checksum to a re-write engine;

determine that a value of a selected field in the packet that

is changed as a result of a NAT operation;

forward a new value for the selected field to the re-write

engine; and

generate, based only on the intermediate checksum and the

new value for the selected field, an incremental check-
sum for addition to the packet at the egress port.

16. One or more non-transitory computer readable storage
media encoded with software comprising computer execut-
able instructions and when the software is executed operable
to:

receive a packet at an ingress port of a network device,
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generate a forwarding result that identifies an egress port

for the packet;

generate, in parallel with the generation of the forwarding

result, a network address translation (NAT) result that
identifies one or more NAT rules for possible application
to the packet, wherein the NAT result is generated by
determining sets of NAT rules without performing an
address translation; and

generate a routing decision result based on the forwarding

result and the NAT result.
17. The non-transitory computer readable storage media of
claim 16, further comprising instructions operable to:
generate, in parallel with the generation of the forwarding
result and the NAT result, an access control list (ACL)
result that identifies one or more ACL rules; and

generate the routing decision result based on the forward-
ing result, the NAT result, and the ACL result.

18. The non-transitory computer readable storage media of
claim 16, wherein the packet is a Transmission Control Pro-
tocol (TCP) packet, and further comprising instructions oper-
able to:

obtain one or more TCP flags; and

generate the routing decision result based on the forward-

ing result, the NAT result, and the TCP flags.

19. The non-transitory computer readable storage media of
claim 16, wherein the packet comprises an Internet Protocol
(IP) header that includes an IP source address and an IP
destination address, and a TCP header that includes a TCP
source port number, a TCP destination port number, and TCP
flags, further comprising instructions operable to:

receive the IP source address and the IP destination address

prior to receipt of the TCP header; and

initiate the generation of the forwarding result prior to

receipt of the TCP header.

20. The non-transitory computer readable storage media of
claim 19, further comprising instructions operable to:

receive the TCP source port number and the TCP destina-

tion port number prior to receipt of the TCP flags; and
initiate the generating of the NAT result prior to receipt of
the TCP flags.

21. The non-transitory computer readable storage media of
claim 16, further comprising instructions operable to:

generate an intermediate checksum based on information

in the packet when the packet is received at the ingress
port;

forward the intermediate checksum to a re-write engine;

determine that a value of a selected field in the packet that

is changed as a result of a NAT operation;

forward a new value for the selected field to the re-write

engine; and

generate, based only on the intermediate checksum and the

new value for the selected field, an incremental check-
sum for addition to the packet at the egress port.
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